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Bring Your Own Device 

The Bainbridge Island School District is committed to preparing every student for the global 
workplace, for college, and for personal success in the 21​st​ century. To support this commitment, 
access to the district’s wireless network, including the Internet, will be made available to 
students, employees, and members of the Board of Directors primarily for instructional and 
administrative purposes, and in accordance with this and other district policies. Guest access may 
be granted to users who have received advance approval from district or school administrators. 
 
All users of the district’s wireless network and electronic resources must comply with all district 
policies and procedures including Policy 2022 Responsible Use of Electronic Resources and 
Policy 2023 Digital Citizenship and Media Literacy. Limited personal use of the district’s 
wireless network is permitted if the use: 

● does not unduly burden the district’s network or electronic resources; 
● has no adverse impact on a student’s learning environment or academic performance; 
● has no adverse impact on an employee’s work responsibilities and performance; and 
● imposes no tangible cost to the district. 

 
Access to the district’s network systems is a privilege. Periodically, users will be required to 
acknowledge receipt and understanding of district policies, procedures, and agreements 
governing use of network systems and electronic resources. Noncompliance with policies, 
procedures, or user agreements may result in disciplinary action that could include restricted use 
of electronic resources, suspension or termination of privileges, and other disciplinary action 
consistent with district policies. 

The district permits the use of personal computing devices such as smartphones, Chromebooks, 
iPads and laptops for educational and operational purposes. When personal computing devices 
are used on district property and during school hours, students will use the district’s wireless 
network for Internet access, not a personal Internet provider, on personal computing devices. 
District-owned and personal computing devices will not be used in any way that disrupts or 
detracts from the educational process or school and work environments.  

In accordance with all district policies, the district will allow the use of personal computing 
devices by students outside of or beyond school hours when students are involved in 
school-sponsored activities. Expectations for safe digital citizenship practices are the same as if 
the student were on school grounds during school hours. 

Students, staff, and guest users are responsible for the devices they bring to school, on school 
buses, and to school-sponsored events. The district shall not be liable for loss, theft, damages or 

 



Policy 3245 

misuse of any electronic device brought to school, used during the school day, in/on district 
buildings, district property, district vehicles or contracted vehicles, during transport to/from 
school, while attending school-sponsored activities during the school day, and/or any/all 
school-sponsored activities. The district will provide no technical support, troubleshooting, or 
repair for personally owned computing devices.  

In accordance with all district policies and procedures, the district reserves the right to monitor, 
inspect, copy, and review a personally owned device or file when administration has a reasonable 
suspicion that a violation of district policy or law has occurred. 
 
 
 
Legal Reference: RCW 28A.600.010 Government of school, pupils, employees,  

rules and regulations for – Due process  
guarantees – Enforcement 

28A.600.020 Government of schools, pupils, employees  
optimum learning atmosphere 

28A.600.040 Pupils to comply with rules & regulations 
28A.300.285 Harassment, intimidation, and bullying prevention 

Policies 
28A.640.020 Sexual Harassment  

WAC 392-400-225 School district rules defining misconduct –  
Distribution of rules 

47 U.S.C. § 254 (h) Children’s Internet Protection Act (CIPA) and 
Authentication Policies 

18 U.S.C. §§ 2510 Electronic Communication Privacy Act 
Pub. L. No. 110-385​   Protecting Children in the 21​st​ Century Act 
Pub. L. No. 106-554   Neighborhood Children’s Internet Protect Action 
47 U.S.C.​ ​§ 254(1)(B​) Children’s Internet Protection Act 
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http://frwebgate.access.gpo.gov/cgi-bin/getdoc.cgi?dbname=110_cong_public_laws&docid=f:publ385.110.pdf
http://en.wikipedia.org/wiki/Title_47_of_the_United_States_Code
http://www.law.cornell.edu/uscode/47/254.html#1_B

